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Me orandum of Understanding

Regarding the C

between

National Authority on Electronic

Republic of Albania

and

operation in the Field of Cybersecurity

ertification and Cyber Security

4G Nyilvånosan Müködö Rész énytårsaség, a publicly listed company organized and
existing under the laws of Hunga with its registered office at 1037 Budapest, Montevideo u
8., and registered with the Compan Registry Court of Budapest-Capital Regional Court under
company registration numberl cg. 01-10-044993, and its subsidiaries "ONE
Telecommunications' sha and "Alb elecom" sha., represented by Péter Krisztién Fekete in the
quality of Group CEO and Tamås åpai ("41G") in the quality of Deputy CEO for IT

hereinafter referred to as "the two arties",

aware of the importance of coope ation bewveen institutions for the development of defense
capabilities through the exchange o information on cybersecurity,

convinced that this cooperation will ake an effective contribution in this area,

wishing, in good faith, by contributin to the development of relations between the two institutions,

reaffirming their commitment to co tribute constructively mainly to the implementation of joint

cooperation initiatives in the field of cybersecurity security,

and in pursuit of these objectives, th two Parties agreed to conclude the following Memorandum
of Understanding:

Article 1

The Objective

1.1 The two Parties will cooperat in the main areas of raising awareness and exchanging
information on the cases of syste s and networks operated by the two sides, in terms of the

sources of threats, the methods a d ways they follow, and cybersecurity situations in the two

areas of common responsibility oft e two Parties, as well as events in the field or other relevant
information, without prejudice to ap licable bilateral legal provisions and in a reliable, secure and
interoperable infrastructure, with pri rity over cybersecurity.

1.2. The two Parties shall enhance cooperation in the field of cybersecurity in accordance with
applicable procedures, policies an laws and shall increase the initial exchange of information
between the two Parties on cybers curity.



Article 2

Principles and values of coopera ion

2.1 The two Parties affirm their rea iness to work together in the field of cybersecurity. The two
Parties undertake to work in accord nce with the principle of mutual assistance and cooperation
in the field of cybersecurity.

2.2 This Memorandum is not inte ded to create, maintain or administer any legal obligation,

interest or right between the two P rties together, or between the M'O Parties, on the one hand,
and a third party on the other hand.

The implementation of this Memora dum is subject to the international obligations of both Parties
and in accordance with their local p licies, regulations and laws.

2.3 The Parties acknowledge that t is Memorandum is without prejudice to any existing or future
treaty or arrangement or any other rrangement, whether or not such treaty or arrangement is in

accordance with the domestic laws f both Parties.

Article 3

Commitments of the Parties

3.1 The two Parties undertake to:

cooperation in addressing c bersecurity cases;
the exchange of experience in the field of cybersecurity and the creation of a space for
participation in international ctivities in the field in accordance with the legal restrictions
applicable by both Parties;
providing courses and tra ning programs aimed at strengthening the capacity of
employees;
identifying opportunities for ooperation and academic exchange in the field of scientific
research and developmen in accordance with any applicable legal, regulatory or
institutional restrictions;
sharing information on cybe security policies, cases and best practices in the field;
exchanges of scientific stu ies and the development of measures to combat cyber-

attacks;
organizing visits for the repr sentatives of the two Parties, as needed, to discuss current
issues in the field of cyber s curity;
inviting the representatives f the other party to seminars and conferences organized in

the relevant countries to dis uss issues related to electronic security;

studying the possibility of c nducting joint security exercises.

Article 4

Communication between the two Parties

4.1 The two Parties undertake t maintain constant contact and to exchange information

necessary for the fulfillment of their tasks.

4.2. Each party will designate as contact person a knowledgeable/specialized person in the

field, who will be responsible for th implementation of the MoU.



4.3 The contact points of both Parti s are available at all times to communicate and coordinate
actions with both Parties.

4.4 All communications between th two Parties will be in English

Article 5

Confidentiality of information an legal aspect

5.1 The two Partiesmay use and di close information for the purposes of this Memorandum. The
use and disclosure of the informat on in accordance with this Memorandum shall be made in

accordance with local regulations, licies and laws governing the disclosure of such information,
with prior notice to the other party.

5.2 When disclosing sensitive, confi ential or national security information, the party providing the
information will be responsible fore suring that such information is properly marked. Each party
shall protect the exchanged infor ation with the same degree of protection as assigned to

sensitive information and in accord nce with recognized standards.

5.3 The two Parties shall comply wi h any conditions, restrictions or warnings that the other party

may submit regarding the appro ch or disclosure of the information, except in certain
circumstances, where disclosure of the information is required by law or a court request.

5.4 The Parties shall agree in writi g on any joint project relating to intellectual property rights
the Parties. All confidential Information (including copiesintended to protect the interests

thereof) shall remain the property f the Disclosing Patty. No rights or licenses to trademarks,

inventions, copyrights, patents or ther intellectual property are implied or granted under this
Memorandum.

5.5 Information received under this emorandum will not be disclosed to third Parties without
the prior written consent of the providing Parties, unless required by applicable local law. Any
employee given access to any suc Information must have a legitimate "need to know".

5.6 The Parties undertake to e sure the legality of all activities carried out under this

Memorandum of Understanding a d to notify each other of the existence of specific legal /

regulatory provisions which limit ori pose certain cooperative activities.

Article 6

Divergence
6.1 Any disagreement / dispute between the Parties regarding the implementation or
interpretation of this Memorandum hall be settled amicably through negotiations or consultations
between the Parties.

Article 7

Entry into force, duration and ter ination

7.1 This Memorandum shall enter i to force on the date of signature by both Parties.



7.2 This Memorandum is intended o be valid for an indefinite period, but may be terminated by
either Party at any time by written notice to the other Party. Such termination shall take effæt
within ninety (90) days of the date f notification, unless the Parties agree in writing for a shorter
period of time.

7.3 Pending the termination of this
under this Memorandum with respe
of termination. The end or termin
complying with the obligations imp
of Information received prior to th

obligations for protection of confid
termination of this Memorandum.

7.4 Any amendment to this Mem
amendments will enter into force o

Article 8

Expenses

emorandum, both Parties shall comply with their obligations
t to information and documents exchanged prior to the date
tion of this Memorandum shall not relieve the Parties of
ed by Article 5 thereof with respect to the use and protection
date of the termination or end of this Memorandum. Such
ntiality shall continue for a period up to 5 years after the

randum will be agreed between the two Parties and the

a date agreed by both Parties.

8.1 All co-operation activities under this Memorandum shall be subject to the availability of funds
and other resources of the Parties.

8.2 The costs of the cooperation ac ivities shall be shared between the Parties, as agreed in

writing.

This Memorandum of Understandin is concluded in English and Albanian in duplicate, one for
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