
C
o
n
te
n
t:

Rruga "Papa Gjon Pali II", No.3
info@cesk.gov.al

Autoriteti Kombëtar për CESK autoriteti_kombetar_cesk +35542221039

Quote

of the
 week

Weekly Bulletin
11 - 15 MARCH 2024

“Arguing that you don’t care about the
right to privacy because you have
nothing to hide is no different than
saying you don’t care about free
speech because you have nothing to
say.” 

 Edward Snowden

NAECCS had the pleasure of welcoming today, on March
13 , colleagues from the Regulatory Authority of
Electronic and Postal Communications (ARKEP), the
Information Society Agency (ASHI) and Kos-CERT from
Kosovo. This meeting, supported by DCAF, was led by
the general director, Mr. Igli Tafa in the presence of
NAECCS experts.

NAECCS presented the colleagues with the way of
organization, operation and responsibilities of the
Authority, the legal framework, innovations and
challenges of cyber security in Albania. The authorities
also visited the work premises of the SOC national
operational center.

Such organizations serve to strengthen the cooperation
between the respective authorities of the countries of
the region, the exchange of experience and best
practices.

NHS Scotland's Dumfries and Galloway health board
has been targeted by hackers, potentially obtaining
sensitive patient data. The organization, which
operates hospitals in Scotland, has enacted security
protocols and is working with the Scottish police and
the UK's National Cyber Security Center. The
healthcare provider is urging staff and the public to be
vigilant for any attempts to access their systems or
approaches from anyone claiming to be in possession
of data. 

Link: Read more
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Microsoft - Patching Alert

PATCHING ALERT

Microsoft - Patching Alert
Microsoft has released security updates for 60
vulnerabilities, 18 of which are remote code
execution (RCE) flaws. The updates fix only two
critical vulnerabilities: Hyper-V remote code
execution and denial of service flaws.

Some interesting vulnerabilities include CVE-2024-
21400, CVE-2024-26199, CVE-2024-20671, etc.

Link: Read more
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