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“Cybersecurity is a continuous cycle of
protection, detection, response, and
recovery.” 

Chris Painter

Within the framework of the DCAF (Geneva Center for
Security Sector Governance) project “Good Governance
of Cyber Security in the Western Balkans supported by
the British Government, NAECCS hosted the second
edition of Balkan Cybersecurity Days today in Durres.
Part of this organization was FIRST (Forum of Incident
Response and Security Teams), the forum in which
NAECCS has recently joined.

This three-day event opened with a conference where
the General Director of NAECCS, Mr. Igli Tafa, the
director of E-Gov Security from the National Agency of
Information Society, Mr. Enis Ylli, as well as cyber
security experts from the Kingdom were invited. United
States, Switzerland, Belgium as well as from the entire
Balkan Region. The conference continued with a series
of plenary sessions.

Japanese technology company Fujitsu has discovered
systems infected with malware and warns that the
hackers stole customer data.

Malware was found on several business computers
and files containing personal information from which
customer data could be deleted. Fujitsu has confirmed
the presence of the malware and is now investigating
how it got into business systems and the data it
accessed. The company has informed the Commission
for the Protection of Personal Information about the
incident and is preparing individual notifications for
affected customers.

Link: Read more
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Fortra - Patching Alert
Fortra, the US software company, has fixed a critical
security vulnerability in FileCatalyst file transfer
solution, which could allow unauthorized attackers to
execute remote code.

The vulnerability, identified as CVE-2024-25153,
allows files to be uploaded outside of the target
directory with a specially crafted POST request.
Fortra has also resolved two other security
vulnerabilities in FileCatalyst Direct.
Link: Read more
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